# CVE Detail – CVE-2002-1816

Off-by-one buffer overflow in the sock\_gets function in sockhelp.c for ATPhttpd 0.4b and earlier allows remote attackers to execute arbitrary code via a long HTTP GET request.

## Threat-Mapped Scoring

Score: 1.9

Priority: P3 - Important (Medium)

## EPSS

EPSS Score: N/A

Percentile: 0.91188

## CVSS Scoring

CVSS v3.1 Score: 9.8

Severity: CRITICAL

## Mapped CWE(s)

* CWE-193: Off-by-one Error

## Affected Products

* cpe:2.3:a:redshift:atphttpd:\*:\*:\*:\*:\*:\*:\*:\*