# CVE Detail – CVE-2004-0119

The Negotiate Security Software Provider (SSP) interface in Windows 2000, Windows XP, and Windows Server 2003, allows remote attackers to cause a denial of service (crash from null dereference) or execute arbitrary code via a crafted SPNEGO NegTokenInit request during authentication protocol selection.

## Threat-Mapped Scoring

Score: 1.9

Priority: P3 - Important (Medium)

## EPSS

EPSS Score: N/A

Percentile: 0.97157

## CVSS Scoring

CVSS v3.1 Score: 7.5

Severity: HIGH

## Mapped CWE(s)

* CWE-476: NULL Pointer Dereference

## Affected Products

* cpe:2.3:o:microsoft:windows\_2000:-:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:o:microsoft:windows\_server\_2003:-:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:o:microsoft:windows\_xp:-:\*:\*:\*:\*:\*:\*:\*