# CVE Detail – CVE-2004-0772

Double free vulnerabilities in error handling code in krb524d for MIT Kerberos 5 (krb5) 1.2.8 and earlier may allow remote attackers to execute arbitrary code.

## Threat-Mapped Scoring

Score: 0.0

Priority: Unclassified

## EPSS

EPSS Score: N/A

Percentile: 0.95472

## CVSS Scoring

CVSS v3.1 Score: 9.8

Severity: CRITICAL

## Mapped CWE(s)

* CWE-415: Double Free

## Affected Products

* cpe:2.3:a:mit:kerberos\_5:\*:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:openpkg:openpkg:2.0:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:openpkg:openpkg:2.1:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:o:debian:debian\_linux:3.0:\*:\*:\*:\*:\*:\*:\*