# CVE Detail – CVE-2004-2214

Mbedthis AppWeb HTTP server before 1.1.3 allows remote attackers to bypass access restrictions via a URI with mixed case characters.

## Threat-Mapped Scoring

Score: 0.0

Priority: Unclassified

## EPSS

EPSS Score: N/A

Percentile: 0.69218

## CVSS Scoring

CVSS v3.1 Score: 9.8

Severity: CRITICAL

## Mapped CWE(s)

* CWE-178: Improper Handling of Case Sensitivity

## Affected Products

* cpe:2.3:a:mbedthis:appweb\_http\_server:\*:\*:\*:\*:\*:\*:\*:\*