# CVE Detail – CVE-2005-0369

Armagetron 0.2.6.0 and earlier and Armagetron Advanced 0.2.7.0 earlier allows remote attackers to cause a denial of service (application crash) via a packet with a large (1) descriptor ID or (2) claim\_id, which exceeds the boundaries of an array.

## Threat-Mapped Scoring

Score: 1.5

Priority: P4 - Informational (Low)

## EPSS

EPSS Score: N/A

Percentile: 0.8835

## CVSS Scoring

CVSS v3.1 Score: 5.3

Severity: MEDIUM

## Mapped CWE(s)

* CWE-129: Improper Validation of Array Index

## CAPEC(s)

* CAPEC-100: Overflow Buffers

## Affected Products

* cpe:2.3:a:armagetronad:armagetron:\*:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:armagetronad:armagetron\_advanced:\*:\*:\*:\*:\*:\*:\*:\*