# CVE Detail – CVE-2008-3597

Skulltag before 0.97d2-RC6 allows remote attackers to cause a denial of service (NULL pointer dereference and daemon crash) by sending a "command 29" packet when the player is not in the game.

## Threat-Mapped Scoring

Score: 1.5

Priority: P4 - Informational (Low)

## EPSS

EPSS Score: N/A

Percentile: 0.87109

## CVSS Scoring

CVSS v3.1 Score: 7.5

Severity: HIGH

## Mapped CWE(s)

* CWE-476: NULL Pointer Dereference

## Affected Products

* cpe:2.3:a:skulltag:skulltag:\*:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:skulltag:skulltag:0.97d2:-:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:skulltag:skulltag:0.97d2:rc2:\*:\*:\*:\*:\*:\*
* cpe:2.3:a:skulltag:skulltag:0.97d2:rc3:\*:\*:\*:\*:\*:\*