# CVE Detail – CVE-2009-3168

Mevin Productions Basic PHP Events Lister 2.0 does not properly restrict access to (1) admin/reset.php and (2) admin/user\_add.php, which allows remote authenticated users to reset administrative passwords or add administrators via a direct request.

## Threat-Mapped Scoring

Score: 0.0

Priority: Unclassified

## EPSS

EPSS Score: N/A

Percentile: 0.74674

## CVSS Scoring

CVSS v3.1 Score: 7.2

Severity: HIGH

## Mapped CWE(s)

* CWE-862: Missing Authorization

## CAPEC(s)

* CAPEC-665: Exploitation of Thunderbolt Protection Flaws

## ATT&CK Techniques

* T1542.002: Component Firmware
* T1556: Modify Authentication Process
* T1211: Exploitation for Defense Evasion

## Used By (Actors/Tools)

* Cyclops Blink (malware)
* Kessel (malware)
* Ebury (malware)
* SILENTTRINITY (tool)
* Velvet Ant (intrusion-set)
* ArcaneDoor (campaign)
* Equation (intrusion-set)
* APT28 (intrusion-set)
* FIN13 (intrusion-set)

## Affected Products

* cpe:2.3:a:mevin:basic\_php\_events\_lister:2.0:\*:\*:\*:\*:\*:\*:\*