# CVE Detail – CVE-2020-0863

An information vulnerability exists when Windows Connected User Experiences and Telemetry Service improperly discloses file information, aka 'Connected User Experiences and Telemetry Service Information Disclosure Vulnerability'.

## Threat-Mapped Scoring

Score: 2.3

Priority: P3 - Important (Medium)

## EPSS

EPSS Score: N/A

Percentile: 0.59386

## CVSS Scoring

CVSS v3.1 Score: 5.5

Severity: MEDIUM

## Affected Products

* cpe:2.3:o:microsoft:windows\_10:1903:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:o:microsoft:windows\_10:1909:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:o:microsoft:windows\_server\_2016:1903:\*:\*:\*:\*:\*:\*:\*
* cpe:2.3:o:microsoft:windows\_server\_2016:1909:\*:\*:\*:\*:\*:\*:\*