# CVE Detail – CVE-2022-24985

Forms generated by JQueryForm.com before 2022-02-05 allows a remote authenticated attacker to bypass authentication and access the administrative section of other forms hosted on the same web server. This is relevant only when an organization hosts more than one of these forms on their server.

## Threat-Mapped Scoring

Score: 0.0

Priority: Unclassified

## EPSS

EPSS Score: N/A

Percentile: 0.77716

## CVSS Scoring

CVSS v3.1 Score: 8.8

Severity: HIGH

## Affected Products

* cpe:2.3:a:jqueryform:jqueryform:\*:\*:\*:\*:\*:\*:\*:\*