CWE Detail – CWE-231
Description
The product does not handle or incorrectly handles when more values are provided than expected.
Extended Description
N/A
Threat-Mapped Scoring
Score: 0.0
Priority: Unclassified
Modes of Introduction
• Implementation: This typically occurs in situations when only one value is expected.
Common Consequences
• Impact: Unexpected State — Notes: 
Applicable Platforms
• None (Class: Not Language-Specific, Prevalence: Undetermined)
Notes
• Relationship: This can overlap buffer overflows.




